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Addressing customer objections

WE LCO M E and concern & bring the best IT

Security Solutions by

M ESSAG E emphasizing functionality and

added value to the company

with reliable solutions and quality services



ABOUT
US

PT. Permata Anugerah Abadi (PAA) Founded in 2005 by a group of IT practitioners
who have expertise and experience in the field of integrated IT Solution.

Since 2018, Acquisition by Metrocom and tried to transformation the solution on
Information Technology Security for the customer and develops solutions with the
expertise and experience in the best and up to date. We are focus on better
services for clients the best fit solution with many experienced technical staff.

PAA will become a problem solver, independent analyst, project manager, and
trainer, with experience in the use of information technology ecurity solution to
create the company’s operation strategy more effective and competent.




OUR MISSION

ADDRESSING CUSTOMER OBJECTIONS
AND CONCERN

Our mission is to serve our customers
far beyond what they say they want. It
is about our comprehensive offerings
that involves seamless services of
multiple disciplines, constant

re- assessment, and the respect and
value we provide to our customers.

OUR VISION

TOBE#1IT SECURITY SOLUTIONS

We are determined to be the best in
what we do and partnership with
reputable principals who are willing
to transfer knowledge and empower

us to provide local support




OUR VALUE INTELLIGENCE

We value innovation | Work SMART (apply knowledge and
skills) | We encourage entrepreneurship with responsibility

ENERGY

We act and perform with speed and agility | We must adjust to
new situation constantly with no time out

INTEGRITY

Whatever we do, be interacting within the organization,
interacting with our customers, or with societies we live in, we
must do so with uncompromising integrity | By Integrity we
mean trustworthy, with strong moral principles



WHY PAA We are adopting established framework and work closely with

client, able to deliver integrated strategic solution which suitable
for organization as it designed with reducing risk, cost and

removing the gaps. Strong Engineer, Ontime Project Delivery and

Competitive Price.
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OUR SOLUTIONS

AND PARTNERS

PERIMETER SECURITY

Perimeter is the point to control the
network, technology, and data. It is the

outer edge of to control and have a S . T TREND K PER "
responsibility to safeguard. As such, itis 5 rewa 0 ] As SKV_ ]
also the first point of contact for many CREHEEIERD J MIGRO

external threats to the network RTINET

NETWORK SECURITY

Network security is protection of the

access to files and directories ina “ ™ ) s
computer network against hacking, Web Proxy Anti-virus, Entornyise Enterprise erTMoTioN' on efficient iP
misuse and unauthorized changes to Content Enclave/Data \DS/IPS Message ’ " .
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ENDPOINT SECURITY
Endpoint security is an approach to the - "
protection of computer networks that . \‘ FlReeYe O bse rve lt
are remotely bridged to client devices. Content Security Desktop Enterprise
Endpoint security attempts to ensure (anti-virus, Firewall Host IDS/IPS Message RATINET. MICRDO
that such devices follow a definite level anti- malware) Security FOCUS
of compliance to standards % paﬂoaltO‘
il sentinelone

APPLICATION SECURITY
Application security encompasses
measures taken to improve the security n[]P
of an application often by finding, fixing Database Static App . Database Sys’
and preventing security vulnerabilities Secure Gateway Testing/Code Dyr_:_:::liﬁApp Monitoring / s‘l

(Shield) Review 8 Scanning @NE IDENTITY"
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DATA SECURITY

Data security means protecting digital a
data, such as those in a database, from observ@ lt

destructive forces and from the o Identity & Enterprise
Datal D .
unwanted actions of unauthorized :::nir:;?;:y Access Classi:::: tion Right sp’unk =
users, such as a cyberattack or adata Management Management

breach (ONE IDENTITY
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OUR SOLUTIONS
AND PARTNERS

Penetration Testing Digital Forensics
Risk Management Security Dashboard
Vulnerability Assessment Security SLA/SLO Reporting
Security Architecture & Design SOC/NOC Monitoring (24x7)

Security Policies & Compliance Incident Reporting, Detection, Response (CIRT)
Monitoring and Assessment Situational Awareness
Continuous

Policy Management ( Proactive ) Monitoring + Response ( Reactive )
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OUR FRAMEWORK
ADDRESSES THE CHALLENGES

Develop and implement the
appropriate activities to maintain
plans for resilience and to restore
any capabilities or services that

were impaired due to a

cybersecurity event J—

e Recovery Planning
o Improvements
e Communications

Develop and implement the
appropriate activities to take
action regarding a detected
cybersecurity event

e Response Planning
e Communications -
e Analysis

o Mitigation

o Improvements

Develop the organizational understanding
to manage cybersecurity risk to systems,
assets, data, and capabilities

e Asset Management

e Business Environment

e Governance

o Risk Assessment

o Risk Management Strategy

Develop and implement the appropriate
activities to identify the occurrence of a
cybersecurity event

e Anomalies and Events

e Security Continuous
Monitoring

o Detection Processes

Develop and implement the appropriate
safeguards to ensure delivery of critical
infrastructure services

e Access Control

e Awareness and Training

e Data Security

e Information Protection
Processes and Procedures

e Maintenance

e Protective Technology
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® PT Sigma Cipta Caraka © PT Sigma Cipta Caraka
® The Audit Board of the Republic ® Artajasa © Artajasa
of Indonesia BPK )
® Dutagaruda Piranti Prima ® BPJSTK
® PT Hutama Karya
® Ministry of Finance of Republic ® PT Yuanta Asset Management © CIMB Niaga
® PT Indonesia Comnets Plus of Indonesia
(ICON+) ( KEMENKEU ) ® PT MPM Finance ® Alto
» o © PT Telkomsel
® Ministry of Communication and ® PT Hutama Karya ® PT Telkomsel ® PT Telkomsel
Information Technology ' B . @ Bank Indonesia
( KOMINFO) ® PT Telkomsel ® Tokopedia © Komisi Pemberantasan Korupsi
PT Kliring Penjaminan Efek ® Artajasa ® Artajasa ® SANTINI Group *
Indonesia
PT Telkomsel ® PT MPM Finance ® Metrocom Global Solusi *

Logicalis Metrodata @

Dutagaruda Piranti Prima  ® Komisi Pemberantasan Korupsi
The Provincial Government of ©
DKI Jakarta Alto ® Mitra Mandiri Informatika
( PEMPROV DKI )

PT Sigma Cipta Caraka ® PT Telkomsel

PT Telkomsel ®

PT Telkomsel ® PT MPM Finance

PT Tata Consultancy Services ®
Indonesia



OUR CLIENTS
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ORGANIZATION STRUCTURE

Chief Executive Officer

Chief Operation Officer

GH Delivery &

GH Project Manager GH Presales
Support

Team Account
Manager

Team Lead Technical Writer Team Presales

Team Security
Engineer
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1T 8 B E T THANKS FOR BEING WITH US

Wisma Griya Intan / Warung Buncit Raya 21B / Jakarta 12510

Phone :021-79180255 / Fax:021- 79180244

www.paa.co.id



